




















First Amendment to the Master

AAXON Services and Purchasing Agreement

Axon Cloud Services Terms of Use Appendix
 

1. Definitions.

1.1. “Data Controller” means the natural or legal person, public authority. or any other body which alone or jointly
with others determines the purposes and means of the processing of Personal Data.

1.2. “Data Processor" means a natural or legal person, public authority or any other body which processes
Personal Data on behalf of the Data Controller.

1.3. "Customer Content" is data uploaded into, ingested by, or created in Axon Cloud Services within Customer’s
tenant, including media or multimedia uploaded into Axon Cloud Services by Customer.‘Customer Content
includes Evidence but excludes Non-Content Data.

1.4. "Evidence" is media or multimedia uploaded into Axon Evidence as ‘evidence' by Customer. Evidence is a
subset of Customer Content.

1.5. "End User” means the natural person subject to Customer’s authorized license grant who ultimately uses the
Cloud Services as provided under this Agreement. End Users must adhere to the terms of use and are subject
to any usage restrictions or limitations specified in this Agreement.

1.6. "Non-Content Data" is data, configuration, and usage information about Customer's Axon Cloud Services
tenant, Axon Devices and client software, and users that is transmitted or generated when using Axon
Devices. Non-Content Data includes data about users captured during account management and customer
support activities. Non—Content Data does not include Customer Content.

1.7. "Personal Data" means any information relating to an identified or identifiable natural person. An identifiable
natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier
such as a name. an identification number, location data, an online identifier or to one or more factors specific
to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person.

1.8. "Provided Data" means de-identified, de—personalized. data derived from Customer's TASER energy weapon
deployment reports, related TASER energy weapon logs, body-wom camera footage, and incident reports.

1.9. "Subprocessor" means any third party engaged by the Data Processor to assist in data processing activities
that the Data Processor is carrying out on behalf of the Data Controller.

1.10."Transformed Data" means the Provided Data used for the purpose of quantitative evaluation of the
performance and effectiveness of TASER energy weapons in the field across a variety of circumstances.

2. Access. Upon Axon granting Customer a subscription to Axon Cloud Services, Customer may access and use Axon
Cloud Services to store and manage Customer Content. Customer may not exceed the total number of End Users
specified in the Quote. Axon Air requires an Axon Evidence subscription for each drone operator. For Axon Evidence
access granted solely for TASER, Customer may access and use Axon Evidence only to store and manage TASER
CEW data ("TASER Data") and Customer may not upload non-TASER Data to Axon Evidence.

3. Customer Owns Customer Content. Customer controls and owns all rights, title, and interest in Customer Content.
Except as outlined herein, Axon obtains no interest in Customer Content, and Customer Content is not Axon’s
business records. Customer is solely responsible for uploading, sharing, managing. and deleting Customer Content.
Axon will only have access to Customer Content for the limited purposes set forth herein. Customer agrees to allow
Axon access to Customer Content to (a) perform troubleshooting, maintenance. or diagnostic screenings; and (b)
enforce this Agreement or policies governing use of the Axon products.

4. Securm. Axon will implement commercially reasonable and appropriate measures to secure Customer Content
against accidental or unlawful loss, access or disclosure. Axon will maintain a comprehensive information security
program to protect Axon Cloud Services and Customer Content including logical, physical access, vulnerability, risk,
and configuration management; incident monitoring and response; encryption of uploaded digital evidence; security
education; and data protection. Axon agrees to the Federal Bureau of Investigation Criminal Justice information
Services Security Addendum for its digital evidence or records management systems.

5. Customer Resgonsibilities. Customer is responsible for (a) ensuring Customer owns Customer Content or has the
necessary rights to use Customer Content (b) ensuring no Customer Content or Customer End User’s use of
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10.

11.

Customer Content or Axon Cloud Services violates this Agreement or applicable laws; (c) maintaining necessary
computer equipment and lntemet connections for use ofAxon Cloud Services and (d) verify the accuracy of any auto
generated or Al-generated reports. If Customer becomes aware of any violation of this Agreement by an End User.
Customer will immediately terminate that End User’s access to Axon Cloud Services.

5.2 Customer will also maintain the security of End User usemames and passwords and security and access by end
users to Customer Content. Customer is responsible for ensuring the configuration and utilization of Axon Cloud
Services meet applicable Customer regulation and standards. Customer may not sell, transfer, or sublicense
access to any other entity or person. If Customer provides access to unauthorized third-parties, Axon may assess
additional fees along with suspending Customer’s access. Customer shall contact Axon immediately if an
unauthorized party may be using Customer's account or Customer Content, or if account information is lost or

stolen.

5.3 To the extent Customer uses the Axon Cloud Services to interact with YouTube®, such use may be governed
by the YouTube Terms of Service, available at https:Ilwww.youtube.com/static?template=terms.

Privacy. Customer’s use of Axon Cloud Services is subject to the Axon Cloud Services Privacy Policy, a current
version of which is available at https://www.axon.com/legallcloud-services-privacy—policy. Customer agrees to allow
Axon access to Non-Content Data from Customer to (a) perform troubleshooting, maintenance, or diagnostic
screenings; (b) provide, develop, improve. and support current and future Axon products and related services; and

(c) enforce this Agreement or policies governing the use of Axon products.

Axon Body Wi-Fi Positioning. Axon Body cameras may offer a feature to enhance location services where
GPS/GNSS signals may not be available, for instance, within buildings or underground. Customer administrators can
manage their choice to use this service within the administrative features of Axon Cloud Services. lf Customer
chooses to use this service, Axon must also enable the usage of the feature for Customer's Axon Cloud Services
tenant. Customer will not see this option with Axon Cloud Services unless Axon has enabled vw-Fi Positioning for

Customer’s Axon Cloud Services tenant.

Storage. For Axon Unlimited Device Storage subscriptions, Customer may store unlimited data in Customer's Axon
Evidence account only if the Axon Device data is shared to Customer through Axon Evidence from a partner agency
using Axon Evidence, or the data originates from Axon Capture or an Axon Device. Axon may charge Customer
additional fees for exceeding purchased storage amounts. Axon may place Customer Content that Customer has not
viewed or accessed for six (6) months into archival storage. Customer Content in archival storage will not have

immediate availability and may take up to twenty-four (24) hours to access.

8.1. Third-Party Unlimited Storage. For Third—Party Unlimited Storage the following restrictions apply: (i) it may
only be used in conjunction with a valid Axon Evidence user license; (ii) is limited to data of the law
enforcement Customer that purchased the Third-Party Unlimited Storage and the Axon Evidence End User;
(iii) Customer is prohibited from storing data for other customers or law enforcement agencies; and (iv)
Customer may only upload and store data that is directly related to (1) the investigation of, or the prosecution
or defense of a crime, (2) common law enforcement activities, or (3) any Customer Content created by Axon

Devices or Axon Evidence. ‘

8.2. Location of Storage. Axon may transfer Customer Content to third-party subcontractors for storage. Axon
will determine the locations of data centers for storage of Customer Content If Customer is located in the
United States, Canada, or Australia, Axon will ensure all Customer Content stored in Axon Cloud Services
remains in the country where Customer is located Ownership of Customer Content remains with Customer.

Suspension. Axon may temporarily suspend Customer’s or any End User’s right to access or use any portion or all
of Axon Cloud Services immediately upon notice, if Customer or End User’s use of or registration for Axon Cloud
Services may (a) pose a security risk to Axon Cloud Services or any third-party; (b) adversely impact Axon Cloud
Services, the systems, or content of any other customer; (c) subject Axon, Axon’s affiliates, or any third-party to
liability; or (cl) be fraudulent. Customer remains responsible for all fees incurred through suspension. Axon will not

delete Customer Content because of suspension, except as specified in this Agreement.

Axon Cloud Services Warrany. Axon disclaims any warranties or responsibility for data corruption or errors before
Customer Uploads data to Axon Cloud Services Service Offerings will be subject to the Axon Cloud Services Service
Level Agreement, a current version of which is available at https:I/www.axon.com/products/axon-evidencelsla.

Roles ofthe Parties. To the extent that Customer is the Data Controller of Personal Data, Axon is its Data Processor.
To the extent that Customer is a Data Processor of Personal Data, Axon is its Subprooessor. Notwithstanding the
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foregoing, to the extent any usage data (including query logs and metadata) and/or operations data (including billing
and support data) in connection with Customer’s use of the Services (collectively “Usage and Operations Data”) is
considered Personal Data, Axon is an independent Data Controller and shall Process such data in accordance with
the Agreement and applicable data protection laws to develop, improve, support, and operate its products and
services. For the avoidance of doubt, Axon will not disclose any Usage and Operations Data that includes confidential
information with a third party except (a) in accordance with the relevant confidentiality provisions in the Agreement.
or (b) to the extent the Usage and Operations Data is, in accordance with applicabie data protection laws,
anonymized, de-identified, and/or aggregated such that it can no longer directly or indirectly identify Customer or any
particular individual.

 

12. TASER Data Science Program. Axon will provide a quantitative evaluation on the performance and effectiveness of
TASER energy weapons in the field across a variety of circumstances.

12.1. if Customer purchases the TASER Data Science Program, Customer grants Axon, its affiliates, and assignees
an irrevocable, perpetual, fully paid, royalty-free, and worldwide right and license to use Provided Data solely
for the purposes of this Agreement and to create Transformed Data. Customer shall own all rights and title to
Provided Data. Axon shall own all rights and title to Transformed Data and any derivatives of Transformed
Data.

12.2. Axon grants to Customer an irrevocable, perpetual, fully paid, royalty-free, license to use to TASER Data
Science report provided to Customer for its own internal purposes. The Data Science report is provided “as
is” and without any warranty of any kind.

12.3. In the event Customer seeks Axon's deletion of Provided Data, it may submit a request to privacy@axon.com.
Where reasonably capable of doing so, Axon will implement the request but at a minimum will not continue
to collect Provided Data from Customer.

13. Axgn Records. The following terms apply to Axon Records. Customers may purchase Axon Records either as part
of an OSP 7 or OSP 10 plan or individually through a Quote.

13.1 .Axon Record subscription begins on the later of the (1) start date of the Quote, or (2) the date Axon provisions
Axon Records to Customer. The Axon Records Subscription Term will and upon the completion of the Axon
Records Subscription as documented in the Quote, or if purchased as part of an OSP 7 or OSP 10 plan, upon
completion of the OSP 7 or OSP 10 Term ("Axon Records Subscription Term").

13.2.An "Update" is a generally available release of Axon Records that Axon makes available from time to time. An
“Upgrade" includes (i) new versions of Axon Records that enhance features and functionality, as solely
determined by Axon; and/or (ii) new versions of Axon Records that provide additional features or perform
additional functions. Upgrades exclude new products that Axon introduces and markets as distinct products
or applications. During the Customer’s Axon Records Subscription Term Axon will provide Update and
Upgrade releases to the Customer on an if-andehen available basis.

13.3.New or additional Axon products and applications, as well as any Axon professional services needed to
configure Axon Records, are not included as part of the Axon Records Subscription.

13.4. End Users of Axon Records may upload files to entities (incidents, reports, cases, etc.) in Axon Records with
no limit to the number of files and amount of storage. Notwithstanding the foregoing, Axon may limit usage
should the Customer exceed an average rate of one-hundred (100) GB per user per year of uploaded files.
Axon will not bill for overages.

14. FUSUS. If Customer purchases a subscription to FUSUS. the following terms apply:

14.1.License and Storage. The specific license number(s) and associated data storage terms for FUSUS
subscription and Axon Devices shall be set forth in the applicable Quote provided by Axon.

14.2.Third party Components. Customer is responsible for use of any internet access devices andlor all third-
party hardware, software, services. telecommunication services (including lntemet connectivity), or other
items used by Customer to access the service (“Third-Party Components”) are the sole and exclusive
responsibility of Customer, and Axon has no responsibility for such Third-party Components, FUSUS cloud
services, or Customer relationships with such third parties. Customer agrees to at all times comply with the
lawful terms and conditions of agreements with such third parties. Axon does not represent or warrant that
the FUSUS cloud services and the Customer Content are compatible with any specific third-party hardware
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15.

16.

17.

18.

19.

20.

21.

or software or any other Third-Party Components. Customer is responsible for providing and maintaining an
operating environment as reasonably necessary to accommodate and access the FUSUS cloud services.

14.3. Data Privacy. Axon may collect, use, transfer. disclose and otherwise process Customer Content in the context
of facilitating communication of data with Customer through their use of FUSUS cloud services FUSUS app
008 or Android interface), complying with legal requirements. monitoring the Customer’s use of FUSUS
systems, and undertaking data analytics.

Axon Community Reguest Storage. if Community Request is included as part of Customer‘s Quote or combined
offering, Customer may store an unlimited amount of data submitted through the public portal ("Portal Content"),
within Customer's Axon Evidence instance. The post-termination provisions outlined in the Axon Cloud Services

Terms of Use Appendix also apply to Portal Content

Performance Auto-Tagging Data. If Axon Performance is included in Customer’s Quote or a combined offering,
Axon will store call for service data from Customer’s CAD or RMS in order to provide services and features of Axon

Performance to Customer.

Axon Cloud Services Restrictions. Customer and Customer End Users (including employees, contractors, agents,

officers, volunteers, and directors). may not, or may not attempt to:

17.1 .copy, modify. tamper with, repair, or create derivative works of any part of Axon Cloud Services;

17.2. reverse engineer, disassemble, or decompile Axon Cloud Services or apply any process to derive any source
code included in Axon Cloud Services, or allow others to do the same;

17.3.access or use Axon Cloud Services with the intent to gain unauthorized access. avoid incurring fees or
exceeding usage limits or quotas;

17.4. use trade secret information contained in Axon Cloud Services. except as expressly permitted in this

Agreement;

17.5.access Axon Cloud Services to build a competitive device or service or copy any features, functions, or

graphics of Axon Cloud Services;

17.6. remove, alter, or obscure any confidentiality or proprietary rights notices (including copyright and trademark
notices) of Axon’s or Axon's licensors on or within Axon Cloud Services; or

17.7. use Axon Cloud Services to store or transmit infringing, libelous, or other unlawful or tortious material; material
in violation of third-party privacy rights; or malicious code.

After Termination. Axon will not delete Customer Content for ninety (90) days following termination. Axon Cloud
Services will not be functional during these ninety (90) days other than the ability to retrieve Customer Content.
Customer will not incur additional fees if Customer downloads Customer Content from Axon Cloud Services during
this time. Axon has no obligation to maintain or provide Customer Content after these ninety (90) days and will
thereafter, unless legally prohibited, delete all Customer Content. Upon request, Axon will provide written proof that
Axon successfully deleted and fully removed all Customer Content from Axon Cloud Services.

Post-Termination Assistance. Axon will provide Customer with the same post-termination data retrieval assistance
that Axon generally makes available to all customers. Requests for Axon to provide additional assistance in
downloading or transferring Customer Content, including requests for Axon’s data egress service, will result in
additional fees and Axon will not warrant or guarantee data integrity or readability in the external system.

U.S. Government Rights. lf Customer is a US. Federal department or using Axon Cloud Services on behalf of a
US. Federal department. Axon Cloud Services is provided as a "commercial item." "commercial computer software,"
"commercial computer software documentation," and "technical data". as defined in the Federal Acquisition
Regulation and Defense Federal Acquisition Regulation Supplement. If Customer is using Axon Cloud Services on
behalf of the US. Government and these terms fail to meet the US. Government's needs or are inconsistent in any
respect with federal law, Customer will immediately discontinue use of Axon Cloud Services.

Survival. Upon any termination of this Agreement. the following sections in this Appendix will survive: Customer
Owns Customer Content. Privacy, Storage, Axon Cloud Services Warranty, Customer Responsibilities and Axon
Cloud Services Restrictions.
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Axon Application Programming interface Appendix

This Appendix applies if Axon’s API Services or a subscription to Axon Cloud Services are included on the Quote.

1. Definitions.

1.1. "API Client" means the software that acts as the interface between Customer’s computer and the server, which
is already developed or to be developed by Customer.

1.2. "API Interface" means software implemented by Customer to configure Customer’s independent API Client
Software to operate in conjunction with the API Service for Customer’s authorized Use.

1.3. "Axon Evidence Partner API, API orAxon API" (collectively "API Service") means Axon’s API which provides
a programmatic means to access data in Customer’s Axon Evidence account or integrate Customer’s Axon
Evidence account with other systems.

1.4. "Use“ means any operation on Customer’s data enabled by the supported API functionality.

Pgrgose and License.

2.1. Customer may use API Service and data made available through APl Service, in connection with an API Client
developed by Customer. Axon may monitor Customer’s use of API Service to ensure quality, improve Axon
devices and services, and verify compliance with this Agreement. Customer agrees to not interfere with such
monitoring or obscure from Axon Customer’s use of API Service. Customer will not use API Service for
commercial use.

2.2. Axon grants Customer a nonexclusive. non~transferable, non-sublicensable, worldwide, revocable right and
license during the Term to use APl Service, solely for Customer's Use in connection with Customer's API Client.

2.3. Axon reserves the right to set limitations on Customer's use of the API Service, such as a quota on operations,
to ensure stability and availability ofAxon’s API. Axon will use reasonable efforts to accommodate use beyond
the designated iimits.

anflggrgflgn. Customer will work independently to configure Customer's API Client with API Service for Customer’s
applicable Use. Customer will be required to provide certain information (such as identification or contact details) as
part of the registration. Registration information provided to Axon must be accurate. Customer will inform Axon
promptly of any updates. Upon Customer's registration. Axon will provide documentation outlining API Service
information.

4.1.

4.2.

4.3.

4.4.

4.5.

4.6.

4.7.

4.8.

4.9.

4.10.

4.11.

Customer Responsibilities. When using API Service, Customer and its End Users may not:

use API Service in any way other than as expressly permitted under this Agreement;

use in any way that results in, or could result in, any security breach to Axon;

perform an action with the intent of introducing any virus, worm, defect. Trojan horse, malware, or any item of
a destructive nature to Axon Devices and Services;

interfere with, modify. disrupt or disable features or functionality of APl Service or the servers or networks
providing API Service;

reverse engineer, decompile, disassemble, or translate or attempt to extract the source code from API Service
or any related software;

create an API Interface that functions substantially the same as API Service and offer it for use by third parties;

provide use of API Service on a service bureau, rental or managed services basis or permit other individuals
or entities to create links to API Service;

frame or mirror API Service on any other server, or wireless or lnternet~based device;

make available to a third-party, any token, key. password or other login credentials to API Service;

take any action or inaction resulting in illegal, unauthorized or improper purposes; or

disclose Axon’s APl manual.

AP! Content. All content related to API Service, other than Customer Content or Customer’s API Client content, is
considered Axon’s API Content. including:
 

Page 8 of 13



First Amendment to the Master

AAXON Services and Purchasing Agreement
 

7.

5.1. the design, structure and naming of API Service fields in all responses and requests;

5.2. the resources available within API Service for which Customer takes actions on. such as evidence. cases,
users, or reports;

5.3. the structure of and relationship of API Service resources; and

5.4. the design of API Service, in any part or as a whole.

Prohibitions on API Content. Neither Customer nor its End Users will use API content returned from the API
Interface to:

6.1. scrape, build databases, or otherwise create permanent copies of such content, or keep cached copies longer
than permitted by the cache header;

6.2. copy. translate, modify, create a derivative work of, sell, lease. lend, convey. distribute, publicly display. or
sublicense to any third-party;

6.3. misrepresent the source or ownership; or

6.4. remove. alter. or obscure any confidentiality or proprietary rights notices (including copyright and trademark

notices).

API Ugdateg. Axon may update or modify the API Service from time to time ("API Update"). Customer is required to
implement and use the most current version of API Service and to make any applicable changes to Customer's API
Client required as a result of such API Update. API Updates may adversely affect how Customer’s API Client access
or communicate with API Service or the API Interface. Each API Client must contain means for Customer to update
API Client to the most current version of API Service. Axon will provide support for one (1) year following the release
of an API Update for all depreciated API Service versions.
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Axon Investigate Appendix

If the Quote includes Axon's 0n Prem Video Suite known as Axon Investigate or Third Party Video Support License, the
following appendix shall apply.

1. License Grant. Subject to the terms and conditions specified below and upon payment of the applicable fees set
forth in the Quote, Axon grants to Customer a nonexclusive, nontransferable license to install, use, and display the
Axon Investigate software ("Software") solely for its own internal use only and for no other purpose, for the duration
of subscription term set fozth in the Quote. This Agreement does not grant Customer any right to enhancements or
updates, but if such are made available to Customer and obtained by Customer they shall become part of the Software
and governed by the terms of this Agreement.

Third-Pamz Licenses. Axon licenses several third-party codecs and applications that are integrated into the
Software. Users with an active support contract with Axon are granted access to these additional features. By

accepting this agreement, Customer agrees to and understands that an active support contract is required for all of
the following features: DNxHD output formats, decoding files via the "fast indexing" method, proprietary file metadata,
telephone and email support, and all future updates to the software. If Customer terminates the annual support
contract with Axon. the features listed above will be disabled within the Software. It is recommended that users remain
on an active support contract to maintain the full functionality of the Software.

Restrictions on Use. Customer may not permit any other person to use the Software unless such use is in
accordance with the terms ofthis Agreement. Customer may not modify. translate, reverse engineer, reverse compile,
decompile, disassemble or create derivative works with respect to the Software, except to the extent applicable laws
specifically prohibit such restrictions. Customer may not rent, lease, sublicense, grant a security interest in or
othenivise transfer Customer’s rights to or to use the Software. Any rights not granted are reserved to Axon.

Term. For purchased perpetual Licenses only—excluding Licenses leased for a pre-determined period, evaluation
licenses, companion licenses, as well as temporary licenses--the license shall be perpetual unless Customer fails to
observe any of its terms, in which case it shall terminate immediately, and without additional prior notice. The terms
of Paragraphs 1, 2, 3, 5, 6, 8 and 9 shall survive termination of this Agreement. For licenses leased for a pre-
determined period, for evaluation licenses. companion licenses, as well as temporary licenses, the license is granted
for a period beginning at the installation date and for the duration of the evaluation period or temporary period as
agreed between Axon and Customer.

T_Itl_e. Axon and its licensors shall have sole and exclusive ownership of all right, title, and interest in and to the

Software and all changes. modifications, and enhancements thereof (including ownership of all trade secrets and
copyrights pertaining thereto), regardless of the form or media in which the original or copies may exist, subject only
to the rights and privileges expressly granted by Axon. This Agreement does not provide Customer with title or
ownership of the Software, but only a right of limited use.

Cogies. The Software is copyrighted under the laws of the United States and international treaty provisions. Customer
may not copy the Software except for backup or archival purposes, and all such copies shall contain all Axon’s notices
regarding proprietary rights as contained in the Software as originally provided to Customer. lf Customer receives
one copy electronically and another copy on media, the copy on media may be used only for archival purposes and
this license does not authorize Customer to use the copy of media on an additional sewer.

Actions Reguired Ugon Termination. Upon termination of the license associated with this Agreement, Customer
agrees to destroy all copies of the Software and other text and/or graphical documentation, whether in electronic or
printed format, that describe the features, functions and operation of the Software that are provided by Axon to
Customer ("Software Documentation") or return such copies to Axon. Regarding any copies of media containing
regular backups of Customer's computer or computer system, Customer agrees not to access such media for the
purpose of recovering the Software or online Software Documentation.

Exggrt Controls. None of the Software, Software Documentation or underiying information may be downloaded or
othenNise exported, directly or indirectly, without the prior written consent, if required, of the office of Export
Administration of the United States, Department of Commerce, nor to any country to which the US. has embargoed
goods, to any person on the US. Treasury Department's list of Specially Designated Nations, or the US. Department
of Commerce's Table of Denials.

U.S. Government Restricted Rights. The Software and Software Documentation are Commercial Computer
Software provided with Restricted Rights under Federal Acquisition Regulations and Customer supplements to them.
Use. duplication or disclosure by the US. Government is subject to restrictions as set forth in subparagraph (c)(1)(ii)
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of the Rights in Technical Data and Computer Software clause at DFAR 255.227-7013 et. Seq. or 252211-7015, or

subparagraphs (a) through (d) of the Commercial Computer Software Restricted Rights at FAR 52.227—19, as
applicable, or similar clauses in the NASA FAR Supplement. Contractor/manufacturer is Axon Enterprise, Inc., 17800

North 85th Street, Scottsdale. Arizona 85255.
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Appendix for Al Technology

This Al Technology Appendix shall only apply to Customers who license Axon Cloud Services in a Quote that
specifically utilizes Al Technology. Unless explicitly defined otherwise. capitalized terms used in this Appendix have the
same meaning as those in the Agreement.

1. Definitions.

1.1. Al Technology. Refers to artificial intelligence functionalities embedded in Axon's Cloud Services, which may
include: (a) Enhanced Evidence Management; (b) Al-powered redaction tools; (0) Large Language Model-
based tools (e.g., "Draft One" “Policy Chat"); (d) Predictive Analytics for operational insights; or (e) Natural
Language Processing (NLP) for text and speech analysis.

1.2. Model Drift. The degradation of Al model performance due to changes in input data or external conditions.
requiring retraining or updates.

1.3. Bias Mitigation. Strategies and techniques used to identify, measure, and minimize bias in Al Technology.
2. Scoge and Usage.

2.1 . Integration. Axon Al Technology is intended to improve public safety, streamline operations, and ensure data
accuracy. The AI functionalities will only be used as described in the Agreement or applicable documentation.

2.2. Data Use. Axon acts as a Data Processor for Al Technology. All inquiries submitted are processed solely to
provide accurate responses based on Customer Content submitted. Customer remains the Data Controller of
all Customer Content. Axon and Axon's subprocessors do not train their models on Customer Content.
Customers who elect to participate in Axon’s ACEIP program can enter into custom agreements to assist in
product development efforts like Al model training. Even in those cases, Axon operates carefully on redacted
data and not on Customer Content.

2.3. Automatic Data Collection. Al Technology may automatically collect Non-Content Data about user
interactions with the service and their devices to enhance the functionality and security of the system. The
details collected include, but are not limited to. the following:
2.3.1. User Engagement and Activity Metrics. Al Technology may track key engagement statistics, including

Daily Active Users (DAUs), Weekly Active Users (WAUs). and Monthly Active Users (MAUs). Additional
metrics include new user activations, repeat usage rates, total queries submitted, follow—up query
volume. session lengths, retention rates, and user satisfaction ratings (e.g., thumbs up/down feedback).

2.3.2. Sales and Adoption Tracking. Axon monitors the number of licenses and agencies purchasing the
service, including those in trial phases, fully deploying the service, and conversion rates from trials to
paid subscriptions.

2.3.3. End User inputs. Axon may process de-identified end-user inputs to the Al Technology, excluding
Customer Content or any data that directly or indirectly identifies individuals.

3. Axon Responsigilitles.

3.1. Ethical Al Development. Axon shall: (a) Follow its responsible innovation framework; (b) Engage with the
Ethics and Equity Advisory Council (EEAC) for feedback; (c) Conduct testing to minimize bias and ensure
reliability; and (d) Implement Bias Mitigation techniques in model development and deployment.

3.2. Security Program. Axon will maintain a comprehensive information security program, including logical and
physical access, vulnerability, risk, and configuration management; incident monitoring and response;
encryption of digital evidence; and security education.

3.3. Transparency. Axon will provide documentation describing AI functionalities and their intended use and
disclose any material limitations, risks, or Model Drift incidents.

3.4. Incident Response. Axon will promptly address and rectify anomalies in Al functionalities, as outlined in its
incident management procedures.

3.5. Compliance. Axon will ensure compliance with applicable laws, regulations, and standards, including but not
limited to the EU Al Act, NIST Al standards, and iSOIlEC 27001.

4. Customer Resgonsibilities.
4.1. Ownership of Customer Content. Customer controls and owns all rights, title. and interest in Customer

Content. Axon obtains no interest in Customer Content and will only access Customer Content for limited
purposes as outlined in the Agreement.

4.2. Use of Al Technologies. Customer must: (a) review Al-generated outputs to ensure accuracy and
appropriateness; (b) maintain control over Customer Content shared with AI Technologies (c) comply with
applicable laws when using Axon Al Technology and Axon Services; (d) monitor for potential issues with AI
outputs, including false positives or negatives; (e) actively opt—in for programs involving data sharing through
Axon’s ACEIP program; and (f) provide timely feedback on Axon Al Technology performance.

4.3. Restrictions. Al Technology is not designed for emergencies, and in such cases, users should contact
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appropriate emergency services directly. Axon disclaims liability for queries containing prohibited content.

such as hate, sexual material, or violence. and reserves the right to restrict such usage.
Policy Chat. This section outlines the specific terms and conditions related to the use of Policy Chat by the
Customer. By utilizing Policy Chat, the Customer agrees to comply with the following provisions:
5.1. License and Content Restrictions. Any uploads beyond 5,000 pages may be limited by Axon. It is the

Customer's responsibility to manage uploads to ensure system efficiency and compliance with these terms.
5.2. Data Processing. Inquiries submitted to Policy Chat are processed solely to provide accurate responses

based on existing policy documents provided by the Customer. The Customer remains the Data Controller of
all policy content. and Axon's role is strictly limited to facilitating access to this information through Policy Chat.

5.3. Policy Chat Restrictions. The information provided by Policy Chat is for informational purposes only and is
based on the policy documents uploaded by the Customer. Axon does not guarantee the accuracy,
completeness, or timeliness of the information, and disclaims all liability for any reliance placed on
such information. Policy Chat is not a substitute for official policy documents, legal advice, or comprehensive

training. Users should consult their supervisors, legal advisors, or official sources for the most accurate and
up-to-date policy guidance. Changes to policies may not be reflected immediately, and it is the Customer’s
responsibility to ensure data integrity by uploading the most current documents and removing outdated
verSIons.

Draft One. Specifically for Customers who utilize Draft One, Axon may impose usage restrictions if a single user
generates more than three hundred (300) reports per month for two or more consecutive months.
Brief One. Brief One includes automatic summarization of all products that can be transcribed. It Customer
subscribes to Brief One. Customer may utilize Brief One with no limit on the number of pieces of evidence or cases.
Notwithstanding the foregoing. Axon may limit evidence and case summaries for cases with over one thousand
(1000) pieces of evidence or after three hundred (300) cases per End User per month for two (2) consecutive

months in a row.
Auto-Transcribe. This section outlines licensing terms for Customer's subscription of Auto-Transcribe:
8.1. A-La-Carte Minutes. Upon Axon granting Customer a set number of minutes, Customer may utilize Axon

Auto-Transcribe. subject to the number of minutes allowed on the Quote. Customers cannot roll over unused
minutes to future Auto-Transcribe terms. Axon may charge Customer additional fees for exceeding the
number of purchased minutes. Axon Auto-Transcribe minutes expire one year after being provisioned to

Customer by Axon.
8.2. Axon Unlimited Transcribe. Upon Axon granting Customer an Unlimited Transcribe subscription to Axon

Auto-Transcribe. Customer may utilize Axon Auto-Transcribe with no limit on the number of minutes. Unlimited
Transcribe includes automatic transcription of all Axon BWC and Axon Capture footage. With regard to Axon
Interview Room, Axon Fleet, Axon Community Request. or third-party transcription, transcription must be
requested on demand. Notwithstanding the foregoing. Mon may limit usage after 5,000 minutes per user per
month for multiple months in a row. Axon will not bill for overages.

Amendments. Axon reserves the right to amend this Appendix to reflect changes in applicable laws or
improvements in Al Technologies. Axon will provide at least 30 days' notice for any substantive changes. Continued
use of Axon Devices and Services after the effective date constitutes acceptance of the updated terms.
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